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Where are we, so far?
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Does your org need to manually configure security 
policies for Applications in the Cloud?

2018	Report:	State	of	Securing	Cloud	Workloads
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How shall we handle all of this?





That’s where the strength of the  
Cloud Native approach lies.

How will we handle all of this?

Look at the “Control Plane” of the 
cloud.



How will we handle all of this?



How will we handle all of this?

VISIBILITY

- Assets 
- Applications 
- Network 

- Security Posture

CONTINUOUS 
COMPLIANCE

- Continually assess 
the state of your 
assets, applications 
and infrastructure 

- Enforce best-
practices and 
automatically 
correct against 
security standards

Platform

- Add Scanning 
- Add threat 

intelligence



Developers

CI/CD Pipeline

Security shifting “Left”



But are you prepared?

Can you secure “at cloud speed”?

Can you integrate with code?



Continuous Compliance

= Continuous Security*

* Oversimplification for the sake of the presentation
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Visibility



Automatic discovery  
(Assets are tagged)
Compliance 
Against standards
Auto-remediation 
Desired state-management
Enforcement 
(automatic enforcement)



On all platforms

Identity

CASB

Workload

ContainersIaaS

Kubernetes

Serverless



Enable declarative 
Security
Automate policies through 
Scripting language
Work with 
The developers

DevSecOps



Leverage strength of 
Cloud-native
Understand your organisations 
Security posture
Work continuously and 
Automatically on security



Remember that…

Gartner

NOT ANYMORE!



Thanks for your time


